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Castle and moat

1. Anyone outside the castle is untrusted

2. Inspect people entering the castle

3. People inside are protected from the outside

4. People move freely inside the castle

5. Inspect people leaving the castle
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Application Access
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What is Trust?

ÅUser Authentication? 

ÅMulti-Factor Authentication? 

ÅDevice Authentication? 

ÅDevice Posture? 

ÅLocation? 

ÅTime? 

ÅApplication being accessed?

All of these


